SA WG2 Temporary Document

Page 3

SA WG2 Meeting #S2-140E
S2-2006572
Aug 19 – Sep 2, 2020, Elbonia
Source:
Interdigital Inc.
Title:
KI #3, Sol #28: Update to remove ENs 
Document for:
Approval

Agenda Item:
8.8
Work Item / Release:
FS_5G_ProSe / Rel-17
Abstract of the contribution: This contribution proposes an update for solution 16 to remove Editor’s Note.
1
Introduction

This contribution proposes to remove following Editor’s note in solution 28:
Editor's note:
It's FFS on how to use the PDU session requirements at UE-to-Network Relay for the purpose of associating a PDU Session and how the UE-to-Network Relay to handle the case that the PDU session requirements cannot be satisfied.
The PDU session requirements may include S-NSSAI, DNN, PDU Session Type, SSC mode, etc. When the UE-to-Network Relay receives those parameters, the UE-to-Network Relay can associate the Direct Communication Request to an existing PDU session or establish a new one. For example, if the UE-to-Network Relay receives PDU session requirements (DNN-A) and there is an existing PDU sessions with DNN-A, the UE-to-Network Relay may associate the Direct Communication Request to the existing PDU session. If the PDU session requirements cannot be satisfied, for example, the Remote UE requests a PDU session type which is not supported by the UE-to-Network Relay, the UE-to-Network may use default PDU session parameters for the Remote UE’s request or just reject the Remote UE’s request. It’s up to implementation.

Editor's note:
When the Remote UE and UE-to-Network Relay receive 5G ProSe Remote UE Authorization policy/parameters and URSP from different HPLMN, whether and how these PDU Session requirements received by the UE-to-Network Relay can be understood by it is FFS. In this case, whether the PDU Session requirements will be considered by UE-to-Network Relay is FFS.
In the PDU session requirements mentioned above, S-NSSAI, DNN is configured per PLMN, which means the UE-to-Network Relay may not understand the S-NSSAI, DNN provided by the Remote UE from another PLMN. In this case, the UE-to-Network may handle them as they are not satisfied, .i.e. the UE-to-Network relay may use default PDU session parameters for the Remote UE’s request or just rejects the Remote UE’s request. It’s up to implementation.

2
Proposal

It is proposed to add the following update for solution #28 in TR 23.752.

* * * * First Change * * * *
6.28
Solution #28: Layer-3 UE-to-Network Relay Discovery and Connection Establishment
6.28.1
Description

This solution provides a mechanism for the Remote UE to discover a Layer-3 UE-to-Network Relay and establish a PC5 unicast connection with a UE-to-Network relay.

6.28.1.1
UE-to-Network Relay discovery

Both Model A and Model B discovery mechanisms can be used for Layer-3 UE-to-Network Relay discovery.

The Layer-3 UE-to-Network Relay acts as Announcing UE/Discoveree UE and the Remote UE acts as Monitoring UE/Discoverer UE with following enhancements:

-
Model A: The Layer-3 UE-to-Network Relay announces UE-to-Network Relay Service Code which is associated to dedicated network slicing information, e.g. S-NSSAI. The Remote UE monitors announcement messages with UE-to-Network Relay Service Code.

-
Model B: The Remote UE sends a solicitation message with the UE-to-Network Relay Service Code which is associated to dedicated network slicing information; the UE-to-Network Relay replies with a response message which includes a UE-to-Network Relay Service Code.

The Layer-3 UE-to-Network Relay and the Remote UE receive the association between UE-to-Network Relay Service Code and Slicing information during the Service Authorization and Provisioning procedure in solution #16.

NOTE:
The privacy aspects of preconfiguring slicing information in UE-to-Network relays need to be coordinated with SA WG3.
The Remote UE shall consider the network slicing information associated with the UE-to-Network Relay Service Code when selecting a UE-to-Network Relay.

6.28.1.2
PC5 connection establishment
After UE-to-Network Relay discovery, the Remote UE may decide to establish a PC5 connection with a UE-to-Network Relay. The PC5 connection establishment reuses the Direct Communication procedure as described in clause 6.3.3 of TS 23.287, with the following enhancements:
-
The Remote UE determines the PDU session requirements (e.g. S-NSSAI (together with PLMN ID), DNN, PDU Session Type, SSC mode) and includes the PDU session requirements in the Direct Communication Request message during the PC5 connection establishment procedure. How to determine the PDU session requirements is based on, e.g. URSP rules (pre-configured or received from PCF during previous Remote UE registration procedure as step 0 in Figure 6.6.2-1).

NOTE 1:
The privacy aspects of transporting PDU session parameters using an unsecured PC5 Direct Communication Request message need to be coordinated with SA WG3. 
Editor's Note:
Whether all or a subset of S-NSSAI (together with PLMN ID), DNN, PDU Session Type, SSC mode is included in the PDU session requirements and how to configure the UE-to-Network Relay to understand the S-NSSAI (together with PLMN ID) FFS.


-
Upon receiving a Direct Communication Request message, the UE-to-Network Relay may decide to establish a new PDU session or modify an existing one for the traffic of the Remote UE, based on the PDU session requirements received from the Remote UE. For example, if the UE-to-Network Relay receives PDU session requirements (DNN-A) and there is an existing PDU session with DNN-A, the UE-to-Network Relay may associate the Direct Communication Request to the existing PDU session.

NOTE 3: 
It’s up to implementation if the UE-to-Network Relay uses default PDU session parameters or rejects the Direct Communication Request when the PDU session requirements cannot be satisfied or understood.
6.28.3
Impacts on services, entities and interfaces
Remote UE:

-
Discover and select UE-to-Network Relay based on network slicing information.

-
Provide PDU session requirements during PC5 connection establishment.

-
Keep association between UE-to-Network Relay Service Code and Slicing information.

UE-to-Network Relay:

-
Keep association between UE-to-Network Relay Service Code and Slicing information.

-
Handle PDU session based on PDU session requirements received from the Remote UE.

* * * * End of Change * * * *
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